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# Authorization Code with PKCE

Khi chúng ta có một Public Client (native app, single page app), chúng ta sẽ gặp phải vấn đề với Authorization Code Flow trong trường hợp phải lưu trữ Client Secret tại phía Client, nơi mà việc expose Secret này có thể xảy ra một cách dễ dàng

Và vì vậy OAuth 2.0 cung cấp thêm một phiên bản của Authorization Code có sử dụng PKCE.

PKCE-enhanced Authorization Code Flow giới thiệu thêm một Secret được tạo bởi Application, và Secret này có thể được Verify bởi Authorization Server, tên gọi của Secret này là Code Verifier. Và thêm nữa, Application từ Code Verifier sẽ tạo thêm một thứ gọi là Code Challenge và gửi Code Challenge này thông qua HTTPS để nhận Authorization Code.

Với phương pháp này, một Malicious Attacker chỉ có thể can thiệp vào Authorization Code, tuy nhiên sẽ không thể sử dụng Code này để đổi lấy một Access Token mà không có Code Verifier.

## OpenID